<table>
<thead>
<tr>
<th><strong>Electronic &amp; Paper Document Security</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td>E-Mail Archiving</td>
</tr>
<tr>
<td>E-Mail Archiving Product Profiles</td>
</tr>
<tr>
<td>E-Mail As Evidence</td>
</tr>
<tr>
<td>E-Waste Disposal</td>
</tr>
<tr>
<td>Emerging Records Management Standards</td>
</tr>
<tr>
<td>Enabling Secure Content Management</td>
</tr>
<tr>
<td>Imaging Documents for Security</td>
</tr>
<tr>
<td>Maintaining Document Integrity</td>
</tr>
<tr>
<td>Managing Confidential Information</td>
</tr>
<tr>
<td>Managing E-Mail Security</td>
</tr>
<tr>
<td>Marketplace Directory: Document Imaging Vendors &amp; Products</td>
</tr>
<tr>
<td>Monitoring Corporate E-Mail Communications</td>
</tr>
<tr>
<td>Paper Document Retention &amp; Disposal Policy</td>
</tr>
<tr>
<td>Police Department Records Management</td>
</tr>
<tr>
<td>Preserving Digital Records</td>
</tr>
<tr>
<td>Protecting Digital Rights</td>
</tr>
<tr>
<td>Rescuing Vital Records</td>
</tr>
<tr>
<td>Safe and Vault Security</td>
</tr>
<tr>
<td>Shredding Vital Documents</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>Facility Security</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td>Alarm Systems for Increased Facility Security</td>
</tr>
<tr>
<td>Biometrics at European Airports</td>
</tr>
<tr>
<td>Biometrics for Access Control</td>
</tr>
<tr>
<td>Bomb and Blast Protection Technologies</td>
</tr>
<tr>
<td>Bridge Security &amp; Impact Analysis</td>
</tr>
<tr>
<td>Canine Security</td>
</tr>
<tr>
<td>Challenges to Hiring Good Security Guards</td>
</tr>
<tr>
<td>College and University Physical Security</td>
</tr>
<tr>
<td>Conducting Physical Security Audits and Inspections</td>
</tr>
<tr>
<td>Corporate Library Security Guidelines</td>
</tr>
<tr>
<td>Data Center Physical Security</td>
</tr>
<tr>
<td>Defending Against Biological Attacks</td>
</tr>
<tr>
<td>Developing A Realistic Building Security Program</td>
</tr>
<tr>
<td>Enforcing US Maritime Security</td>
</tr>
<tr>
<td>Enhancing Hotel Security</td>
</tr>
<tr>
<td>Ensuring High-Rise Fire Safety</td>
</tr>
<tr>
<td>Establishing a Disaster Resistant and Resilient Data Center</td>
</tr>
<tr>
<td>Establishing Port Security: The Rotterdam Model</td>
</tr>
<tr>
<td>European Port Security</td>
</tr>
<tr>
<td>Evacuation Procedure Task List</td>
</tr>
<tr>
<td>Facility Access Control Concepts</td>
</tr>
<tr>
<td>Fencing for Perimeter Security</td>
</tr>
<tr>
<td>Guarding Against A Terrorist Attack</td>
</tr>
<tr>
<td>Implementing Physical Security</td>
</tr>
<tr>
<td>Improving Cargo Security</td>
</tr>
<tr>
<td>Installing Security Window Film</td>
</tr>
<tr>
<td>Intelligent Vision Systems for Surveillance and Screening</td>
</tr>
<tr>
<td>International Maritime Security</td>
</tr>
<tr>
<td>IT Physical Security</td>
</tr>
<tr>
<td>Making Campus Security Choices</td>
</tr>
<tr>
<td>Managing Bomb Threats</td>
</tr>
<tr>
<td>Managing Employees’ High-Rise Fears</td>
</tr>
<tr>
<td>Motion Detector Product Profiles</td>
</tr>
<tr>
<td>Nuclear Detection at Seaports</td>
</tr>
<tr>
<td>Optical Turnstile Product Profiles</td>
</tr>
<tr>
<td>Perimeter Security Measures</td>
</tr>
<tr>
<td>Physical Data Center Security</td>
</tr>
<tr>
<td>Protecting Building Ventilation Systems</td>
</tr>
<tr>
<td>Protecting Commuter Rail Passengers</td>
</tr>
<tr>
<td>Protecting Workers with Disabilities</td>
</tr>
<tr>
<td>Providing Security at the Athens Olympics</td>
</tr>
<tr>
<td>Providing Shopping Center Security</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>Human Resources Security</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td>Conducting a Pre-Employment Screen</td>
</tr>
<tr>
<td>Conducting Background Checks</td>
</tr>
<tr>
<td>Controlling Workplace Hazards</td>
</tr>
<tr>
<td>Curbing Employee Theft</td>
</tr>
<tr>
<td>Curbing Sexual Harassment in the Workplace</td>
</tr>
<tr>
<td>Defending Against Insider Attacks</td>
</tr>
<tr>
<td>Developing an Emergency Evacuation Strategy</td>
</tr>
<tr>
<td>Developing an Enterprise Personal Privacy Policy</td>
</tr>
<tr>
<td>Educating Employees About Identity Theft</td>
</tr>
<tr>
<td>Educating Employees to Survive the Hostage Experience</td>
</tr>
<tr>
<td>Emergency Preparedness for People with Disabilities</td>
</tr>
<tr>
<td>Establishing a Drug Free Workplace</td>
</tr>
<tr>
<td>Establishing A Framework for Security Ethics</td>
</tr>
<tr>
<td>Executive Protection</td>
</tr>
<tr>
<td>How to Avoid Hiring a Crook</td>
</tr>
<tr>
<td>In-House Employee Screening</td>
</tr>
<tr>
<td>Managing Third-Party Personnel</td>
</tr>
<tr>
<td>Monitoring Employee Computer Usage</td>
</tr>
<tr>
<td>Practicing Crowd Control</td>
</tr>
<tr>
<td>Predicting and Managing Crisis Behavior</td>
</tr>
<tr>
<td>Preventing Identity Theft</td>
</tr>
<tr>
<td>Preventing Workplace Accidents</td>
</tr>
<tr>
<td>Protecting Employees Who Travel Internationally</td>
</tr>
<tr>
<td>Protecting Executives While in Transit</td>
</tr>
<tr>
<td>Protecting Traveling Employees</td>
</tr>
<tr>
<td>Providing Support for Personnel Involved in Traumatic Events</td>
</tr>
<tr>
<td>Rendering Emergency First Aid</td>
</tr>
<tr>
<td>Respiratory Protection Alternatives</td>
</tr>
<tr>
<td>Safeguarding Executives on Overseas Assignments</td>
</tr>
<tr>
<td>Saving Lives with Cardio Pulmonary Resuscitation</td>
</tr>
<tr>
<td>Screening the Employee Screeners</td>
</tr>
<tr>
<td>Security Education Guidelines</td>
</tr>
<tr>
<td>Security’s Role in Employee Termination</td>
</tr>
<tr>
<td>The Human Side of Crisis Management</td>
</tr>
<tr>
<td>The People Side of Crisis Management</td>
</tr>
<tr>
<td>Workplace Violence and Personnel Protection</td>
</tr>
<tr>
<td>Workplace Violence Issues</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>IT &amp; Network Security</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td>Ajax Vulnerability Countermeasures</td>
</tr>
<tr>
<td>Anatomy of A Phishing Attack</td>
</tr>
<tr>
<td>Anatomy of A Trojan</td>
</tr>
<tr>
<td>Anatomy of A Worm</td>
</tr>
</tbody>
</table>
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Insightful, real-world reports for meeting today’s complex security and business continuity challenges.

- Anti-Spyware Tactics
- Best Practices: Identifying Network Vulnerabilities
- Best Practices: Web Server Backup & Recovery
- Best Practices: WLAN Security
- Calculating Public Key Infrastructure ROI
- Canning Spam: A Corporate Case Study
- Cisco's Adaptive Security Appliance
- Combating Identity Theft
- Combating Laptop Theft
- Combating Worms and Viruses
- Computer Forensics: Market Leader Profiles & Evaluation Criteria
- Conducting an IT Security Gap Analysis
- Corporate Espionage Via Spyware
- Data Encryption Guidelines
- Developing a SPAM Filtering Strategy
- Devising a Wireless Security Strategy
- Digital Asset Protection Technology
- Digital Forensics
- Digital Forensics: Network Analysis
- Digital Forensic Software Marketplace Directory
- Digital Signature Technologies
- Disk Analysis Techniques
- Disk Imaging Tools Product Profiles
- Easing the Burden of Password Administration: A Case Study
- Eliminating and Preventing Rootkit Infections
- Eliminating BOT Herders
- Email Security Guidelines
- Emerging Access Control Technologies
- Emerging Apparent Malware Threats
- Emerging Network Threats
- Encrypted Email Alternatives
- Encrypting Database Information
- Encrypting Stored Data
- Ensuring Telecom Resilience
- Enterprise Firewall Alternatives
- ENISA: Promoting Information Security Cooperation Throughout Europe
- Enterprise Email Security Alternatives
- Enterprise IM Security
- Employing Network Security Scanners
- Erecting A Firewall
- Erecting Firewalls for Network Defense
- Establishing an Information Security Program
- Establishing Mail Server Security
- Establishing Telecommunications Resilience
- European Union Cyber Security Initiatives
- Federated Identity Management
- Finger Scanning Technology & Market Trends
- Firewall Product Profiles
- Firewall Marketplace Directory
- First Aid for Systems with Computer Viruses
- Governing Portable Storage Devices
- Guidelines for PDA Security in the Enterprise
- Hardening Network Servers
- Hooking Hackers with Honeypots
- Identification Through Strong Authentication
- Identifying Digital Assets
- Identity Management Best Practices
- Implementing an Intrusion Prevention System
- Implementing Online Backup and Recovery
- Industrial Control System Security
- Information Security Challenges for Telecom Providers
- Information Security for Non-Profits: A Case Study
- Intrusion Detection/Prevention System Marketplace Directory
- Intrusion Detection Strategies
- Intrusion Prevention Systems
- Instituting Network Security Best Practices
- IT Security Gap Analysis Guidelines
- Linux Security
- Lumeta's IPsonar Network Scanner Product Profile
- Managing Passwords
- Managing Privileged Accounts
- Managing School District E-mail: A Case Study
- Market Leaders: Digital Asset Management & Protection Market Leaders
- Market Leading Computer Forensic Software
- Microsoft Application Security
- Mobile Device Security: Enterprise Level
- Monitoring Employee Computer Usage
- Multi-Function Security Appliances
- National Critical Infrastructure Protection
- Network Access Management
- Network Access Control Market Leaders
- Network Access Control Technologies
- Network Recovery Solutions
- Network Scanning Tools
- Network Security Basics for Telecommuting Programs
- Network Security: Content Monitoring Tools
- Network Security: Education Sector
- Network Security: Packet Analysis Tools
- Open Source Digital Forensics
- Optimizing Intrusion Detection Systems
- Outlawing Spyware from The Enterprise
- Overcoming the Real Obstacles to Information Security
- Password Crackers
- Preventing Worm-Enabled BOT Infections
- Patch Management Guidelines
- Patch Management Solutions Product Profiles
- PDA Security
- Physical Security for IT Systems and Equipment

Marketplace Directory
- Portal Security Software
- Practical Patch Management
- Practical Vulnerability Management
- Preserving Vital Telecommunications Services
- Preview: Microsoft Vista Security
- Providing Secure Remote Access
- Protecting Consumer Data
- Protecting Virtual Private Networks
- Providing Voicemail Security
- Securing Apache Web Servers
- Securing Campus Networks: A University Case Study
- Securing Customer Data
- Securing Employees' Windows-Based Home Computers
- Securing IIS 6
- Securing Intranets
- Securing Laptop Computers
- Securing Macintosh Systems
- Securing PHP-based Web Sites
- Securing the UK's National Lottery: A Corporate Case Study
- Securing Voice Over IP
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Securing Wireless LANs
Security for Unsupported Software
Security in Open Source Environments
Security Issues for Financial Firms
Security Issues in Deploying Portals
Security Scanner Product Profiles
Service-Oriented Architecture Security
SME Antivirus Software Product Profiles
Social Networking: Implications for Companies
Spam Control Measures
Stopping Insider Attacks
Supervisory Control and Data Acquisition System Security
The Password Is Obsolete
The Practice of Red Teaming
The State of Federal Cyber Security
Virus Threat Management
Voice Over IP Security Measures
VoIP Security Solutions
VoIP Vulnerabilities
VPN Technology & Market Leaders
Vulnerability Management Techniques
Waging Information Warfare
Web 2.0 Security Risks
Web Filtering Technologies
Website Vulnerability Testing
Wi-Fi Protected Access Encryption and Authentication
Wireless Router Product Profiles
Business Continuity
Achieving Business Partner Security
Backing Up Business Data
Best Practices: Backup and Recovery
Business Continuity: Business In Denial
Business Continuity Benchmarking
Business Continuity Exercises
Business Continuity for Corporate Libraries
Business Continuity for Mergers and Acquisitions
Business Continuity for Professional Services Firms
Business Continuity for Remote Offices
Business Continuity in Africa
Business Continuity Insurance
Business Continuity Maturity Model
Business Continuity Plan Testing & Maintenance
Business Continuity Planning Software Product Profiles
Business Continuity Smart Spending
Business Continuity Supplier Certification
Conducting a Business Continuity Plan Audit
Conducting a Business Impact Analysis
Conducting a Geographic Risk Analysis
Continuity for Schools
Developing A Business Continuity Plan
Developing a Business Partner Contingency Plan
Developing a Call Center Business Continuity Strategy
Developing A Healthcare Telecommunications Continuity Strategy
Disaster Planning for Healthcare Facilities
Disaster Resilience
Evaluating Business Continuity Exercises
Fast Track Business Continuity Planning
Federal Continuity of Operations Guidance
Federal Financial Institutions Examination Council Business Continuity Plan
Funding Business Continuity Efforts
Global Business Continuity Regulations
Healthcare Industry Pandemic Planning
High Availability Computing as A Business Continuity Strategy
Integrating Business Continuity Into Everyday Business Operations
Inter-Enterprise Business Continuity
Lowering Insurance Costs with Business Continuity
NFP 1600 Update
Performing A Physical Security Gap Analysis
Planning for The Threat of “Dirty Bombs”
Preparing for a Pandemic
Process Documentation
Realizing a Return on Security Investment
Recovering Print-to-Mail Facilities
Recovering Voice Services: Case Study
Restoring Critical Assets in the Aftermath of a Disaster
Risk Management Best Practices
Secure Archival Options
Security Engineering
Selecting a Media Storage Provider: A Corporate Case Study
Selecting an Alternate Recovery Facility
Selecting the Right Business Continuity Strategies
Selling Business Continuity Planning to Executives
Six Unconventional Business Continuity Testing Strategies
Supply Chain Business Continuity Planning
The Art of Recovery Modeling
The Disaster Resistant University
The Hidden Dangers of Tape Backup
The Missing Pieces in Business Continuity Plans
Unconventional Attack Countermeasures
US National Response Plan
Why Companies Don’t Conduct Business Continuity Tests

E-Business Security

B2B Exchange Security
DDOS Defense Strategies
Developing A Plan for E-Commerce Security
Secure Payment Processing Guidelines

Legal & Financial Security Issues Regulations & Standards

Biometrics and Financial Applications
Black Market Software
Business Interruption Insurance Guidelines
Computer Forensics

Marketplace Directory:

Computer Forensics Software
Cyber Insurance Problems & Benefits
The Business Case for Terrorism Insurance
Reducing Risks, Reducing Rates
Trade Secret Security Law

Public, Private Sector Partnerships

Emergency Services Communication
Emergency Medical Service Concerns
Evacuation of Public Facilities
FrSIRT: French Security Incident Response Team
Hardening Infrastructure Targets
Leveraging Security Research and Development Conducted By Government
Managing Strike Risks
NISCC: The UK’s National Infrastructure Security Coordination Centre
Protecting Nuclear Stockpiles
The Continuing Evolution of Emergency Management
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US-CERT
US National Communications System
US National Incident Management System

Public Safety & Security

Airport Security Programs in the EU
Airport Security Programs in The US
Amtrak Passenger Rail Security Measures: Case Study
Body Scanners at Amsterdam Schiphol Airport
Cistera Land Mobile Radio Integration Engine Product Profile
Closer Look: UK Response to Radiation Threat
Commercial Equipment Direct Assistance Program (CEDAP)
Crisis Planning for Schools
Customs-Trade Partnership Against Terrorism
Defense Interoperability Communication Exercise 2006 (DICE06)
Disaster Resistant Colleges and Universities
Emergency Power Options for First Responders
Emerging Technologies for Power Generation
Federal Signal Campus Alert System Product Profile
First Responder Communications Technology: Technical Issues & Solutions in
First Responder Networks: APCO Project 25 and TETRA
Food Safety Regulations in Europe
Global Navigation Systems
GUARD: A Plan for Emergency Responder Communications
Incident Commanders Radio Interface Deployment
Incident Commanders Radio Interface Technology
ISCAPS: Integrated Surveillance of Crowded Areas for Public Security
Issues Concerning Emergency Medical Services in The US
London Public Transit System Security
MessageOne AlertFind Product Profile
Meteoalarm -- Alerting Europe for Extreme Weather
Multi-Modal Campus Alert Systems
National Notification Network (3n) InstaCom Campus Alert Product Profile
Pandemic Planning in Asia
Pandemic Planning in Latin America
Pandemic Planning in the EU
Pandemic Planning in the US
Port Security Standards Worldwide
Public Emergency Notification Systems in Denmark and Sweden
Public Emergency Notification Systems in Finland
Public Emergency Notification Systems in France
Public Emergency Notification Systems in Germany
Public Emergency Notification Systems in Japan
Public Emergency Notification Systems in The Netherlands
Public Emergency Notification Systems in Norway
Public Emergency Notification Systems in The UK
Public Emergency Notification Systems in The United States
Public Event Safety in Europe
Public Safety Interoperability Implementation Act
Public Sector Video Surveillance: UK
Public Sector Video Surveillance: US
Quick Response Communications Networks in the US
Rail Security Measures in EU Countries
Real Time Location Systems
School Emergency Notification Systems
School Security Planning
Security Profile: Port of Antwerp
Security Profile: Port of Hong Kong
Security Profile: Port of Los Angeles
Security Profile: Port of New York and New Jersey
Send Word Now Alert Service Product Profile
Strohl Systems NotiFind Product Profile

Risk Management

Acceptable Loss Strategy
Analyzing and Reducing Software Development Risks
Auditing Business Partner Security
Averting Disaster-Related Legal Liability
Cost Effectiveness Tool for Capital Asset Protection
Creating Incident Management Checklists
Developing a Crisis Management Plan
Emergency Notification Systems
Emergency Notification Systems Product Profiles
Enterprise Risk Management
Establishing Survivable Functional Units
Evaluating Risks
Force Majeure Clauses and Risk Management
Forensic Computing
Geographic Risk Assessment
Global Risk Management Trends
Identity Theft Prevention and Identity Management Standards Panel
Identifying Risks
Managing Media Response to Security Incidents
Measuring Risk Appetite
Mitigating Risks
Negligent Failure to Plan
Neutralizing the Insider Threat
OCTAVE Guidelines
OCTAVE Method for Assessing Risk
Offshore Call Center Risk Management
Operational Risk Management Tools
Planning for Extreme Events
Practicing Vulnerability Management
Public Security, Private Costs
Reducing Emergency Notification Risks
Risk Compliance Regulations in the EU
Risk Management for Manufacturing Firms
Selecting Data Protection Solutions
The Impact of Political Risk on Business Strategy
The Risk Management Landscape
The Role of Risk Modeling
US Risk Management Regulations

Security Administration

Achieving Corporate Aircraft Security
Achieving Security Fusion
Administering Network Security
Best Practices: Protecting Intellectual Property
Best Practices: Security Education for the Entire Enterprise
Best Practices: Security Policy Documentation
Biometrics Privacy Implications
Budgeting for Security
Calculating Return on Security Investment
Chief Security Officers: Setting the Agenda
COBIT Framework
Combating Corporate and State-Sponsored Espionage
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Combating Security Indifference
Combating the Corporate Security Culture Clash
Complying with Security Policies
Controlling Information Overload and Proliferation
Cost Justifying Video Surveillance Systems
Creating Enforceable Security Policies
Crisis Communications
Deploying Enterprise Provisioning: A Corporate Case Study
Developing an Information Classification Policy
Developing a Global Security Policy
Developing Security Budgets
Developing Written Policies for the Enterprise: Mobile Devices
Developing Written Policies for the Enterprise: Web Access
Digital Asset Protection Policies
Effective Security Metrics
Engaging a Business Continuity Leader
Enterprise Policies Governing Personal Blogs and Web Sites
Enterprise Security Governance
Establishing an Integrated Security Team
Establishing Physical Security Metrics
Establishing Security Metrics for IT Systems
Establishing The Value of Security Certifications
Estimating the Cost of Security Incidents
European Network and Information Security Agency
European Security Research Program
Hiring Security Guards
How Much Security Is Enough?
Implementing the 9/11 Commission Recommendations in The Private Sector
Instituting Information Security Best Practices
Integrating Security Into Everyday Business Operations
Making Privacy Violations “Reportable Events”
Managing Assets for Security
Managing Casino Security
Managing Real Risks
Marrying Physical and Digital Security
Measuring the Effectiveness of Security Teams
Monitoring Security Policy Compliance
Nano Safety: Myth Vs. Reality
National Threat Assessment Center Resources
Outsourcing Network Security
Performing Proactive Preventive Maintenance
Planning for Power Problems
Post-Iraq Terrorism Threats
Practicing Proactive Security
Profile: Today's CSO
Raising Security Awareness
Responding to Security Incidents
Securing the Supply Chain
Security Awareness - Enterprise
Security Awareness - Government Agencies
Security Awareness in US Schools
Security for Small Businesses
Security Convergence: Information & Physical Security
Security Convergence: Information & Physical Security
Security Guard Services: Worldwide Market Leaders
Security Indifference
Security Leadership
Security Leadership Strategies
Security Policy Compliance
Security Service Level Agreement Guidelines
Selecting a Security Guard Services Firm
Seven Strategies for Becoming a Security Leader
Small Business Security Guidelines
Social Barriers to the Acceptance of Biometrics in Europe
Stopping Employee Fraud
Surviving Security Information Overload
The ASIS CSO Guideline
The Convergence of IT and Physical Security
The Relationship Between Business Process and Security
The Role of the CSO

Security Laws, Regulations & Standards
Air Passenger Profiling Regulations Raise Concerns
ASTM International Guide for School Preparedness and All Hazard Response
Basel II Update
Biometric Passports
Biometrics in Europe
Biometrics Legal Issues in Europe
Biometric Standardization Issues in Europe
Canada’s Personal Information Protection and Electronic Documents Act
Civil Contingency Measures in the UK
Combating White Collar Crime
Commercial Equipment Direct Assistance Program (CEDAP)
Commission on Accreditation for Law Enforcement Agencies
Complying with Copyright Law
Complying with HIPAA
Privacy and Security Provisions
Complying with SEC Rule 17a-4
Complying with the Health Insurance Portability and Accountability Act
Complying with the Sarbanes-Oxley Act
Coping with Digital Copyright
Copyright Risks for Web Sites
Creating Uniform & Secure Identity Documents
Current Status: US Passport Regulations
e-discovery Rules and Regulations in the EU
Electronic Document Retention
Emerging European Union Security Issues
Establishing E-mail Retention Policies
EU Immigration Policies
EU Resentment of US Travel Regulations
EU Spam Fighting Initiatives and Impact
Europe's Emerging Single Economic Zone
European Opposition to Sarbanes-Oxley
Explosives Handling Guidelines
Extensible Configuration Checklist Description Format (XCCDF)
Federal Information Security Management Act
FFIEC Information Security Guidelines for Financial Institutions
Fighting Economic Espionage
FISMA-Compliant Portal Architectures
FISMA Update
Global Justice Information Sharing Initiative
Hazardous Materials: Classification
HIPAA Compliance Gaps
Hitting The Moving Target of HIPAA Requirements
Homeland Security Standards Database
HSPD-12 Status Update
Identity Cards in The UK - The State of Play
Implementing ISO 17799
Information Assurance Standards
Information Security Governance: Standards Profiles
Interim Federal Acquisition Regulation Incorporates IT Security
Is Sarbanes-Oxley a Waste of Money?
ISO/IEC 17799:2005
Leveraging Sarbanes-Oxley for Improved Information Security
Librarians Versus the USA PATRIOT Act
Managing Risk with Basel II
Mobile Trusted Module Specification
Security Management Practices
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National Fire Protection Association (NFPA) 1600
National Incident Management System Compliance Regulations
NFPA 730 Guide for Premises Security
Organization for Security and Cooperation in Europe
PATRIOT Act Revisited
Payment Card Industry Data Security Standard
Payment Card Industry Data Security Standards
PCI Data Security Standard
Pretexting Laws and Implications
Privacy in the European Union
Protecting Intellectual Property
Protecting Workers from the Release of Hazardous Materials
Radio Frequency Identification Issues
Recommended Security Controls for Federal Information Systems
Risk Management Standards
Sarbanes-Oxley for Small and Mid-Sized Businesses
Sarbanes-Oxley Section 409
Sarbanes-Oxley Update
Securing Customer Data Against Pretexting
Security Assertion Markup Language
SOX Audits
Standards for Security Categorization of Federal Information and Information
Status of US Homeland Security Initiatives
Status Report: FIPS 201 in the US
Status Report: Maritime Cargo Regulations Worldwide
Status Report: US Agency Compliance with HSPD-12
The Accounting Profession Embraces Security and Privacy
The Common Criteria Evaluation & Validation Scheme
The Importance of Information Security Standards
The Sarbanes-Oxley Act: A Retrospective
The Security Standards Roadmap from ENISA and the ITU
The Standard of Good Practice for Information Security
The State of Global Biometric Passport Programs
The Surveillance-Industrial Complex
The Total Information Awareness Project
The USA Patriot Act Revisited
Trans-European Rail Regulatory Initiatives
TWIC Rollout at US Ports
Update: U.S. e-Discovery Rules
US Family Educational Rights and Privacy Act
US Federal Smart Card Standards
US Homeland Security Update
US Information Sharing Standards
US National Incident Management
US Security Breach Notification Laws
US SEVIS Reporting Requirements
Wireless Security Protocols
Worldwide Biometric Standards

Security Outsourcing

Confidentiality Agreements for Outsourcing Firms
Developing Effective Security Service Level Agreements
Engaging Private Investigators
Engaging Security Consultants
Evaluating a Managed Security Services Provider
Help Wanted: Trained Security Guards
Hiring an Information Security Consultant
Managed Security Pros and Cons
Negotiating Network Security Service Level Agreements
Outsourcing Backup and Recovery
Outsourcing IT Monitoring: A Corporate Case Study
Outsourcing Network Security
Outsourcing SPAM Filtering

Performing Ethical Hacks
Protecting a Bank Client's Information: A Corporate Case Study
Security Considerations in Outsourcing Agreements
Security Outsourcing
Selecting A Managed Security Service Provider
Selecting a Security Guard Service
The Certification Credential

Security Technology

Anti-Missile Defense for Airliners
Biochemical Detection Technologies
Biometrics and Law Enforcement
Biometrics and Privacy

Marketplace Directory:

Biometric Vendors & Products
Biometrics for Border Security
Biometrics for Retail Applications
BioSec: Advancing Biometrics in Europe
Cargo Screening Technologies: State of Marketplace
Closed Circuit Television Monitoring
Detecting Nuclear Materials
Emerging Federated ID Management Technologies
Employing Multi-Modal Biometrics
Face Recognition Technology
Federated ID Management for Physical and Logical Access Control
Federated ID Management Marketplace
Federated Identity Management Technology
Federated Identity Management Market Leaders
Finger Scanning Technology
Handheld Chemical and Biological Detectors
Human Implantable RFID: Applications, Trials
Implantable RFID Tags
Implementing Cargo Security
Through Technology
Iris Recognition Technology
Iris Scan Technology
Library Applications of Radio Frequency Identification
Market-leading Fingerprint Scan Technologies
Market-leading Iris Scan Technologies
PacketHop Product Profile
Parolee Monitoring Devices
Personnel Tracking Technologies
Prisoner Tracking Technologies
Profile: Savi Networks Port Security Systems
Realizing a Return on RFID Investments
Replacing Bar Codes with RFID Tags
Retina Scanning Technology
RFID Baggage Tag Case Study
RFID-Enabled Cargo Security
RFID in Europe
Robot Guards
Robots for Rescue and Surveillance
SceneTracker Product Profile
Selecting a Turnstile System
Signature Scan Security
Smart Card Security
Smart Card Technology
State-of-the-art Screening and Identification Technologies
Technical Barriers to the Acceptance of Biometrics in Europe
The Emergence of Voice Verification
The Evolution of Identification Biometrics
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The Privacy Implications of RFID
The Private Sector's Reluctance to Adopt Biometrics
The RFID Revolution
Trusted Computing Hardware
Update: US Federal Smart Cards
Verification Via Hand Geometry
Verification Via Keystroke Dynamics
Video Content Analysis
Video Surveillance Alternatives
Voice Scanning Technology
Weighing The Benefits and Limitations of Face Recognition Technology
Weighing the Value of Video Surveillance Technology